This is an old file that was given to me years ago. Some information is outdated (eg, The Forty Recommendations). It is only meant as a starting point if you want to build a quick study outline. Open it in Word, then save it to a different medium. It is then yours to use as you see fit. But it is only a starting point.
ACAMS Study Guide

Financial Action Task Force (FATF)

· Formed in 1989.

· Formed by the group of seven industrialized nations (G-7).

· Dispelled the notion that money laundering is only about cash transactions.

· Established and issued its forty recommendations in 1990, revised in 1996, and again in 2003.

· Forty Recommendations

· Apply to money laundering and terrorist financing.

· #2- prove intent and knowledge (willful blindness counts).

· FATF is still the most important catalyst in the world for government action against money laundering.

· 31 member nations and European Commission and Gulf Cooperation Council.

· Countering the financing of terrorism (CFT).

· Shell corporations appear to be widely used in both the banking and non-banking sectors.

· Conceal the identity of the beneficial owner of the funds.

· Company records kept off-shore or held by professionals who claim secrecy.

· Shell corporations are used at the placement stage to receive deposits of cash, the integration stage to purchase real estate.

· Hundreds of billions of dollars in criminal proceeds are laundered each year throughout the world.

Stages of Money Laundering

· Stage 1 - Placement - money launderer introduces his illegal proceeds into the financial system; placing it into circulation through financial institutions, casinos, shops, casa de cambios, etc.

· Stage 2 - Layering - converting the proceeds of crime into another form and creating complex layers to disguise the audit trail, source, and ownership of funds.

· Stage 3 - Integration - Placing the laundered proceeds back into the economy to create the perception of legitimacy; exceedingly difficult to distinguish legal and illegal wealth.

Use of nominees spreads cash among many different people and accounts: This ‘money trail' is difficult to track because nominees are often ‘trusted within the community' and ‘do not attract attention.'

Correspondent Banking

· Danger zone for money laundering

· The provision of banking services by one bank ‘the correspondent bank' to another bank ‘the respondent bank' - creates indirect relationships.

· Nesting - a foreign bank's correspondent account is used by another foreign bank to conduct its own transactions.

Private Banking

· Preferential banking services provided to high net-worth individuals ($1 million and up).

· One of the most vulnerable areas of financial activity in the money laundering field.

Congress listed the following contributing factors to the money laundering vulnerabilities of private banking:

· Perceived high profitability and intense competition.

· High level of confidentiality.

· Close relationships of trust between RMs and their clients.

Senate listed the following factors:

· Private Bankers as client advocates.

· Powerful clients.

· Culture of secrecy.

· Secrecy of jurisdictions.

· Culture of lax AML controls.

October, 2000 - Wolfsberg Principles (11 International banks agreed) - AML guidelines for private banking.

October, 2001 - Guidance on PEPs issued by the Basel Committee on Banking Supervision (Customer due diligence for banks).

Credit and Debit Card Usage

· Credit and debit cards are more likely to be used in the layering and integration stages. The extent to which credit cards are used is unknown.

· The popularity of debit cards to launder money and evade taxes is growing.

· Debit cards can be used to transfer money anonymously and they leave little trail or record of transactions.

Payable through Accounts (PTA)

· A master correspondent account established at a domestic bank by a foreign bank; sub-accountholders are permitted to conduct a wide range of banking transactions through the PTA almost as if they were direct, local customers of the Bank.

· Regulators are beginning to enforce KYC procedures for sub-accountholders. 

Non-Bank Financial Business and Professions

· Offer a range of services that are attracted to criminals.

· Not heavily regulated like traditional financial institutions.

· Money remitters often serve inner-city areas.

· Insurance sector vulnerable to money laundering.

· Main emphasis is on the investment aspect of life insurance policies.

· FinCEN says most significant risks in insurance industry are found in life insurance and annuities.

· FATF says insurance industry is vulnerable because of its:

· Size

· Easy availability and diversity of products, and

· Structure of business

· Securities sector vulnerable to money laundering.

· FATF said the primary opportunity for laundering is in the derivatives market.

· Other laundering opportunities

· Forward contacts.

· Futures.

· Options.

· Lack of Government control.

· Generally, does not accept cash. Deposits normally in form of wires, CCs, etc

· Therefore, not used for placement often.

· Industry relies on commission.

· Weak due diligence.

· High International nature of securities industry.

· In 2002, National Association of Securities Dealers (NASD) listed signs of suspicious activity in the securities field.

Non-Financial Businesses or Professions

· Gatekeepers - professionals (lawyers, notaries, accountants) who offer advice to minimize suspicion surrounding their criminal activities.

· FATFs designated non-financial businesses and professions:

· Casinos;

· Real Estate Agents;

· Dealers in precious metals and/or stones;

· Lawyers, notaries (not to be confused with US notary publics), accountants; and

· Trust and company service providers.

· Front Companies - companies that actually carry on business where illegal profits can be co-mingled with revenues derived from legitimate undertakings.

· Shell Companies - businesses without substance or commercial purpose and incorporated to conceal the true beneficial ownership of business accounts and assets owned.

· The European Union's Second AML Directive applies AML obligations to several classes of businesses and professions (gatekeeper standards).

· US has NO similar rules for lawyers.

Casinos

· Casinos provide a ready-made excuse for recently acquired wealth with no apparent legitimate source.

· Casinos are defined as financial institutions in the US under BSA.

· Most FATF member countries already require customer identification and record- keeping.

Real Estate

· Real Estate deals are a popular medium to disguise illicit funds.

· Chain transactions - layering.

· Investment in tourist complexes - integration.

Other Sources

· Fronts are used by launderers to own assets without appearing to own them; fronts can be companies established to 'hold' property on behalf of another individual or company. 

· Vehicle sales, clothing shops, and tourist shops are all examples of fronts.

· Smurfing describes a laundering scheme that involves criminals making multiple transactions of less than the reporting threshold in order to cause financial institutions to avoid filing CTRs. Often involves lots of checking accounts.

· Bank complicity - Know Your Employee (KYE) - The Enemy Within.

· Credit cards giving access to funds deposited in secrecy havens to evade US taxes.

· If an issuing institution lacks sufficient controls, the credit and debit card would allow easy and seemingly clean access to tainted funds.

· Refining - Exchange small denomination bills for large denomination bills.

· Reverse flip - Buy $2 million building for $1 million and pay the rest 'under the table.' 

· Manipulation of import and export prices.

· Charities, foundations, and terrorist financing often go hand in hand.

Technology and Money Laundering

· New payment technologies, including smart cards, online banking, and electronic cash can increase the opportunities for laundering.

· Certain smart card and e-cash systems likewise present a risk in that no upper limit is set on transactions.

· Online banking presents a convenient way to do business for all customers of a financial institution, especially those trying to launder crime proceeds.

· OCC was the 1st financial institution supervisory agency to guide its examiners on the money laundering threats posed by cyberbanking products and services (Oct. 1999).

· OCC Handbook says banks planning to allow the opening of new accounts over the Internet should have rigorous account opening standards.

· Internet casinos are attractive to launderers.

· Offshore placement of many Internet gambling sites makes locating and prosecuting difficult.

· Most US banks no longer allow the use of their credit cards for online gambling transactions.

· Interactive Gaming Council (IGC) says they can mitigate risk through rigorous regulation.

· Smartcards, aka stored value cards, aka electronic purses, are plastic cards that contain a microchip that is used to encode details.

· Used instead of cash, anonymous, portable, no paper trail.

Electronic cash (e-cash)

· Anonymous;

· ID by password;

· No audit trail;

· Large sums of cash can be transported quickly.

· Value is stored in the customer's home computer or a safe repository online. 

Shell Corporations

· Appear to be widely used in both the banking and non-banking sectors.

· Conceal the identity of the beneficial owner of the funds.

· Company records kept offshore or held by professionals who claim secrecy.

· Used at the placement stage to receive deposits of cash, the integration stage to purchase real estate.

Trusts

· Legal relationship that is set up by a person (the settler) when the assets have been placed under the control of another person (the trustee) for the benefit of one or more persons (the beneficiary) or for a specified purpose.

Bearer Shares

· Whoever carries them is the purported owner.

· Consist of bearer bonds and securities.

· When bearer securities are transferred, since there is no register of owners, the transfer takes place by the physical handing over of the bond or share certificate.

· Bearer shares offer lots of opportunities to disguise their legitimate ownership.

· Several FATF members do allow the issue of bearer shares.

· Financial institutions are not obligated to verify the identity of the presenter of a bearer check unless the transaction exceeds a particular threshold.

Other Methods of Money Laundering

· The Gold Market

· A preferred commodity of money launderers.

· Hawalas are connected with the gold circuits.

· Many drug routes coincide with gold routes.

· Many countries in Asia and the Pacific region either do not have AML laws, regulations, or programs in place or have weak or ineffective ones.

· Hawala, hundi, or so-called 'underground banking' are systems that are often associated with ethnic groups from Africa or Asia, and commonly involve the transfer of value between countries, but outside the legitimate banking system.

· There are very corrupt countries where money laundering flourishes that have never been names for shame by FATF.

· FATF does nothing to measure the effectiveness of the enforcement of a nation's laws and regulations.

The Basel Committee

· Central Banks

· Established by the Central Bank of Governors of the G-10 in 1974.

· Certain basic rules for the supervision and operation of multinational banks.

· Belgium, Canada, France, Germany, Italy, Japan, Luxembourg, the Netherlands, Spain, Sweden, Switzerland, the UK, and the US.

· The committee does NOT possess any formal supranational supervisory authority - documents do not have legal force.

· Formulates broad supervisory guidelines and recommends best practices.

· Basel issued its 'Core Principles for effective Banking Supervision’ – a basic reference for authorities worldwide to apply in the supervision of all the banks within their jurisdictions.

· Urged nations to adopt 40 Recommendations by FATF

· Know Your Customer (KYC) policies.

· Adequate due diligence on new and existing customers;

· Sound KYC policies and procedures are critical to safety and soundness of banks

· Oct. 2001 – ‘Customer Due Diligence for Banks' - 21 pages.

· Essential elements of a KYC policy;

· Banks should develop customer acceptance policies and procedures and develop clear and concise descriptions of who is an acceptable customer

· Private banking should NOT be allowed to escape KYC policies

· Banks should know identity of corporations

· Use standard ID procedures when dealing with non-face-to-face customers

· Training for KYC

· Audit KYC

· Continued monitoring of high-risk accounts

· Regulators ensure Bank staff is following KYC procedures.

European Union Directives on Money Laundering

· 1991 - Directive on prevention of the use of the financial system for the purpose of money laundering

· Dec. 2001 - directive amended the prior one and required stricter money laundering controls across the continent

· EU can adopt laws that have force of law without the need for them to be approved beforehand by Parliaments

· European law prevails over national law

· Widens the businesses and professions that are subject to the obligations of the directive

· Goes well beyond UN and FATF

· 6 EU states were 8 months behind their deadline to update their national laws to reflect EU's 2nd AML directive.

Regional Initiatives

· Organization of American States (OAS) - Inter-American Drug Abuse Control Commission (CICAD)

· OAS action adopted 'Model Regulations Concerning Laundering Offenses Connected to Illicit drug Trafficking and Related Offenses'

· Compatible with FATF recommendations, and

· More detailed and specific on money laundering than the UN convention.

· Caribbean Financial Action Task Force

· 19 Aruba recommendations - regional issues

· Big nations forced Caribbean to step up AML effort.

· Kingston Declaration on Money Laundering

· Implement 40 FATF Recommendations

· Implement 19 Aruba Recommendations

· Defines money laundering based on OAS

· Seize and forfeit drug proceeds

· Permit numbered accounts; and

· CIP recordkeeping is mandatory.

· South American Financial Action Task Force (GAFISUD)

· Objective is to implement AML measures in South America

· Asia Pacific Group on Money Laundering (APG)

· Regional FATF-like body

Other AML Initiatives

· Egmont Group of Financial Intelligence Units (FIUs)

· Egmont is in Brussels

· Goal is to provide a forum for FIUs to improve support to their respective AML programs and develop protocols for sharing information

· In late 2002, there were more than 65 FIUs established in various countries in the world.

· Financial Intelligence Unit - A 'central, national agency analyzing and disseminating to the competent authorities, disclosures of financial information that concern proceeds of crime, or that is required by national legislation of regulation to counter money laundering.'

· Wolfsberg Group

· Focus on private banking and correspondent banking

· Oct. 2000 - World's largest banks (11 Large International Banks) issued voluntary AML guidelines

· Correspondent banking (AML Principles for Correspondent Banking)

· 14 Wolfsberg guidelines

· Risk-based due diligence

· No shell bank relations.

· Wolfsberg Group has no enforcement powers

· Founded in Oct. 2000 when it agreed to global AML guidelines for international private banking part of AML principles

· The principles hold no force of law and carry no penalties for those who choose not to abide by them

· Principles say banks should identify the beneficial owner of funds when that person is different from the client

· At least one person other than the private banker should approved all new clients and accounts

· Additional due diligence is required with:

· Public officials

· High-risk countries

· High-risk activities, and 

· Offshore jurisdictions.

· May 2002 - principles revised to address the prohibition of the use of internal non-client accounts (concentration accounts)

· ‘The Suppression of the Financing of Terrorism’

· KYC and account managing discussed.

· Wolfsberg Group committed itself to restricting 'business relationships with remittance businesses, exchange houses, casas de cambio...' and committed its members to enhanced due diligence steps for high-risk customers or those in high risk sectors and activities.

Key US Legislative and Regulatory Initiatives Applied to Transactions Internationally 

USA PATRIOT Act of 2001;

· Gave great expansion to the extraterritorial reach of the US anti-money laundering and forfeiture laws - coercive provisions beyond the national borders

· Amended the BSA (Bank Secrecy Act) more than 50 times

· Laws extend not only to the conduct of US citizens abroad, but also that of non-US citizens who have never been physically present inside the US, but if their conduct occurs in part in the US and the transaction involves more than $10,000

· Title III of the Act

· International Money Laundering Abatement and Anti-terrorist Financing Act of 2001

· Contains most of the money laundering related provisions but not all.

· Ten titles

· 12 Provisions

· USA PATRIOT Act gives the US government the ability to reach the assets of every financial institution and business in the world

· Section 312 deals with due diligence and EDD for certain foreign accounts, like correspondent and private banking accounts

· Section 352 deals with the 4 elements of an AML program that financial institutions are required to have

Office of Foreign Assets Control (OFAC);

· Enforces rules that prohibit transactions and require the blocking of the assets of persons and organizations that are listed in one of a series of lists that it issues periodically.

The Anti-Money Laundering Program

· Designing and structuring an AML program is top priority;

· Implementation and maintenance is equally important;

· Designing the Program:

· Assessing Risk

· Primary goal of every good anti-money laundering compliance program is to ensure that your organization is in compliance with relevant laws and regulations.

· The anti-money laundering field is all about detecting and analyzing risk and managing it

· Certain types of customers are high-risk

· Certain transactions that involve certain geographic locations may be high-risk, and

· Certain banking functions are high-risk.

· Growing trend in AML field is automated risk scoring tool

· Bank of America's risk scoring criteria:

· Country or jurisdiction of residence of individuals

· Type of product, and

· Type of individual or entity the customer is

· Just because high-risk, does not mean account will be denied. Just requires greater scrutiny.

· CFT – Countering the Financing of Terrorism (may also appear as CTF – Counter Terrorist Financing).

· Internal Policies, Procedures, and Controls:

· Must be based on the risk that faces a financial institution or business

· AML compliance program at all institutions should encompass

· Prevent money laundering and terrorist financing

· Report suspicious activity, and

· Train pertinent employees

· Define the Basic W's:

· Who is the audience your AML program will affect?

· Customers, employees, examiners, etc.

· What products and services does your financial institution offer that may be vulnerable to money laundering and terrorist financing?

· Internet accounts, private banking, stock brokerage services, etc.

· To whom and where are these products offered?

· MSBs, PEPs, travel agencies, etc.

· Analysis of the users of the products and services that the institution or business offers.

· The basic elements a financial institution or business must address in an AML program include:

· Development of internal policies, procedures, and controls

· Designation of a compliance officer

· An ongoing training program, and

· An independent audit function

· One person assigned as AML compliance officer

· You must tailor every anti-money laundering compliance program based upon its location.

· Management Approval

· The ultimate responsibility for an AML compliance program rests with senior management.

· Implement Know Your Customer and Know Your Employee Programs.

· Knowledge is what the entire anti-money laundering compliance program is built upon

· Source of funds,

· Source of wealth, and

· Anticipated activity

· Acceptance of customer

· Risk score

· Transaction monitoring

· Investigation

· Documentation of findings

· Internal and external reporting

· Audit of KYC, and

· Training.

· Identification and verification

· Key pieces of information about a customer

· Confirming the accuracy of the information

· The institution or business that draws conclusions of corporate customers’ legitimacy solely on the basis of the basic verification system might not be managing its anti-money laundering risks

· Supplement with additional safeguards such as non-document methods.

Internationally recognized guidelines on KYC policies:

· Basel Committee

· KYC

· Customer Due Diligence for Banks

· Wolfsberg Group

· AML Principles

· Private Banking and KYC

· FATF 40 Recommendations

· Still no clear way to designate and identify PEPs

· Problem is the lack of available and useful information about the identity of PEPs around the world.

Electronic AML Solutions

· Options to look for:

· Systems that provide management and audit personnel with a greater awareness of their institution's product usage, customer trends, and overall compliance status

· Flexibility, efficiency, and effectiveness in complying and keeping up with the changing regulatory environment

· Solutions that handle monitoring or control tasks and best interface with the company's core systems.

· When regulators speak of systems being in place, they are referring to a set of policies, procedures, and controls - not necessarily high-tech tools

· The cornerstone of AML effort remains KYC

· Designing a program or technology to thwart money laundering activities is difficult because of the complex nature of the crime

· Cyberlaundering has become a major concern for banks whose customers have Internet access to their accounts

· Online banking presents a convenient way to do business for all customers of a financial institution, especially those trying to launder crime proceeds that prefer the anonymity of a computer screen.

· FATF names 3 particularly acute vulnerabilities

· Ease of access to the accounts

· Absence of face-to-face transactions

· The immediacy of electronic transactions

· Problem is some servers do not use 'log files' to trace the origin of the computer through which the transaction is made

· Growing use of the Internet involves gambling to launder money

· Features of online banking products that may make them attractive to criminals:

· Transaction or value caps

· International transfer capability

· Speed of execution

· Account opening and transaction records, and

· Stored value products.

· Suspicious Customer and Transaction Activity

· Checklists - 'Specially Designated Nationals' and

· Exam will likely use 'Suspicious Transaction Report,’ (STR)

· Though in US, it is called a ‘Suspicious Activity Report’ (SAR)

· Screening of customer lists for suspected terrorist persons from Arab countries is not easy

· Person's second name is the father's name

· Bin and ibn mean 'son of'

· Family name sometimes is preceded by 'al'

· Abu means 'father of' and is followed by a noun meaning 'freedom' or 'struggle' and is used by political leaders and terrorists

· Mohamed, ahmed, au, abd-, or abdul means 'servant of' and is usually followed by one of 99 adjectival nouns used to describe God.

· A key goal of your money laundering compliance program is identifying, recording, and reporting suspicious transactions or activity

· Procedures to identify

· Formal evaluation

· Documentation

· Notify senior management, and

· Training.

· Good recordkeeping procedures are a key to managing and regulatory of legal implications after filing.

Maintaining and Auditing the Compliance Program

· Evaluate success of program

· Are proper procedures in place?

· Are employees using procedures as required?

· Do internal compliance procedures match those required?

· Are employees being trained adequately?

· Regular and continual evaluation is very important

· Look out for suspicious activity trends that might be caught by other systems already in place at the organization including

· ATM usage

· Moving customers

· Backup withholding

· Opening deposits or investments, and

· Out of market windfalls

· Be proactive, not reactive when considering changes to your money laundering compliance program

· Internet acts as a facilitator of money laundering and other financial crimes

· Al Qaeda's training manual is a blueprint for effective money laundering

· 'All documents of the undercover brother, such as identity cards and passports, should be falsified'

· Training is imperative

· Knowing your employee, or potentially the 'enemy within' is as crucial to a company's security as is knowing customers and other outsiders

· Schedule regular independent assessments to ensure the continued effectiveness of the program

· After an audit is complete, financial institutions must implement necessary changes

· Set deadlines for each change and list the persons who are primarily responsible for making the change because examiners may request them

Investigation Process

· Successful financial investigation

· The ability to understand the relationship between criminal activity and financial transactions.

· Reputational risk

· Defined as the potential that negative publicity regarding a bank's business practices and associations will cause a loss of confidence in the "iitegrity of the institution.

· Operational risk

· Defined as the risk of direct or indirect loss resulting from inadequate or failed internal processes, people, and systems, or from external events.

· Legal risk

· Possibility that lawsuits, adverse judgments or contracts that turn out to be unenforceable can disrupt or negatively affect the operations or condition of a bank.

· Concentration risk

· Assets side of the balance sheet.

· Funding risk

· The risk of early and sudden withdrawal of funds by large depositors with potentially damaging consequences for the bank's liquidity.

· One's conduct during an investigation is often more important than the subject matter of the probe

· 1st step any entity or officer should take is to retain experienced and knowledgeable legal counsel

Investigative Inquiries

· Identify the source and origin of the funds on one end and the ultimate beneficiary on the other, then work both ends toward the middle

· Inquiries are made before charges are filed and a trial takes place

· During a search warrant - ask for a copy of the inventory and to see the affidavit. 

Foreign Banks doing business in the US

· US Treasury issued its final rules implementing Sections 314 and 319 of the USA PATRIOT Act

· Section 313 prohibits foreign shell banks from maintaining correspondent accounts at US financial institutions

· Section 319 requires foreign banks to file rigorous information - disclosure duties to their US correspondents

· US financial institutions must obtain 'certificates' from their foreign bank customers

· Foreign financial institutions that receive a written request for information from a US federal law enforcement agency must provide records within 7 days

· If information is not provided, the US Bank has 10 days to terminate the account. $10,000 fine for every day over 10 the account remains open.

· Don't honor verbal requests for information from law enforcement, and

· Indictment - formal accusation of crime.

Internal Investigations

· May be appropriate when:

· When an institution or company suspects that wrongdoing may have occurred.

· When the government has commenced an investigation - good idea to conduct an independent internal audit to determine whether violations of the law or internal policies occurred.

· Conduct internal investigations with a mind toward preserving relevant records.

· Follow these steps in conducting an internal investigation:

· Seek information

· Structure internal management and reporting of the investigation

· Inform your regulator

· Select outside counsel and determine their role in the investigation

· Often it is with inside help from an employee that money laundering is committed.

· A financial investigator's main objective is to track the movement of money.

· Account records and records of other non-account activities are key to tracking possible money laundering.

· Willful blindness is the equivalent of actual knowledge.

Government Investigations

· Identify your targets and the scheme.

· Records are key.

· Use the Internet to conduct everything from investigations to due diligence.

· Determine the extent of Internet presence for a person or entity.

· Investigator should start with a Meta search - using a number of different search engines - and then use specific search engines with different capabilities.

· Journal entries can provide information that narrows the scope of inquiry for both internal and external investigators can be followed.

Cooperation between countries

· Mutual Legal Assistance Treaties (MLAT)

· Provides a legal basis for transmitting evidence that can be used for prosecution and judicial proceedings.

· Financial Intelligence Units (FIUs) like FInCEN.

· Share information amongst FIUs on the basis of memoranda of understanding (MOU).

· Used for obtaining intelligence that might lead to evidence.

· The supervisory channel is the third official gateway.

· Usually more general information.

· MOU is not treaty and is not binding on governments.

· FATF recommendations that apply to cooperation between countries.

· Cover the criminal justice system and law enforcement, the financial system, and its regulation and international cooperation.

· #36 - Provide mutual legal assistance.

· #38 - Take expeditious action to requests by foreign countries.

· #39 - Countries should recognize money laundering as an extraditable offense.

· #40 - Countries should ensure that their competent authorities provide the widest possible range of international cooperation to their foreign counterparts.

Notes from an ACAMS Exam Review Session

· Know the definitions and differences of placement, layering, and integration.

· Black Market Peso Exchange (BMPE)

· Correspondent Banking:

· Only way to get US-issued money orders back to the US (via cash letter).

· Banks on foreign soil must have a correspondent banking account with a bank in the US.

· Shell Banks:

· No physical presence.

· Exists only on a piece of paper.

· Pump and Dump schemes

· Buy a low priced security

· Tell people what a great security it is (pump it up)

· As soon as the price gets high - dump the securities.

· US MSBs must be re-licensed, bi-annually. (every two calendar years, not 24-months)

· Money laundering - personal gain.

· Terrorist financing - attuned to a cause.

· Early 90s - no federally regulated AML laws.

· No country is fully compliant with ALL 40 Recommendations of FATF.

· Predicate offense - crime that generated the initial proceeds.

· FIU - Financial Intelligence Unit.

· Prioritize risk.

· It is suspicious when a customer does not care about making money (or minimizing expenses) i.e. fees and commissions are so high the customer can not be making money.

